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Appl eTal k Managenent | nformati on Base |1
Status of this Meno

Thi s docunent specifies an Internet standards track protocol for the
Internet conmunity, and requests discussion and suggestions for

i nprovenents. Please refer to the current edition of the "Internet
O ficial Protocol Standards" (STD 1) for the standardi zation state
and status of this protocol. Distribution of this neno is unlimted.

Abst ract

This meno defines a portion of the Managenent |nformati on Base (M B)
for use with network managenent protocols in TCP/|P-based internets.
In particular, it defines objects for managi ng Appl eTal k networKks.

RFC 1243 defines a set of MB objects for nanaging the | ower |ayers
of the Appl eTal k protocol stack, up to the Network layer. This neno
defines additional objects that exist in the AppleTal k portion of the
M B. These objects provide for the managenent of the transport and
session layers of the AppleTal k protocol stack, as well as extensions
to the lower layers. This is achieved in an upwardly-conpatable
fashi on.
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1. The Network Managenent Framework

The I nternet-standard Network Managenent Franmework consists of three
conponents. They are:

STD 16/ RFC 1155 whi ch defines the SM, the nechanisns used for
descri bi ng and nanmi ng objects for the purpose of managenent.

STD 16/ RFC 1212 defines a nore conci se description nechani sm
which is wholly consistent with the SM.

RFC 1156 which defines MB-1, the core set of managed objects for
the Internet suite of protocols. STD 17/RFC 1213 defines M B-
Il, an evolution of MB-1 based on inplenentation experience
and new operational requirenents.

STD 15/ RFC 1157 whi ch defines the SNWP, the protocol used for
networ k access to managed objects.
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The Franmework permits new objects to be defined for the purpose of

experinentati on and eval uati on.

Addi tions and Changes

This M B includes additions and changes to RFC 1243.

are outlined in the foll owi ng sections.
New G oups

The follow ng groups are introduced in this MB:

- DDP Rout er
- RTMP Stub
- ZI P Router
- ATP

- PAP

- ASP

- ADSP

- ATPort Pt oP

- Per Port Counters

Addi ti onal Vari abl es

These changes

Many vari abl es, nostly counters, were added to groups that existed in
RFC 1243. These variables are listed in the follow ng sections.

1. AARP Additions

aar pSt at us
aar pLookups
aarpHits

2. ATPort Additions

at port Net From

at port ZoneFrom
atportlInPkts

at port Qut Pkt s

at port Hone

at port Current Zone

at port Confl i ct PhysAddr
at port ZoneTabl e

3. DDP Additi on

ddpLi st ener Tabl e
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2.2.4. RTMP Additions

rt mpl nDat aPkt s

rt npQut Dat aPkt s

rt npl nRequest Pkt s

r t npNext | REqual Changes

r t npNext | RLessChanges

rt npRout eDel et es

rt mpRout i ngTabl eOver fl ows

2.2.5. KIP Addition
ki pFrom
2.2.6. ZIP Additions

zi pNet I nf oTabl e
ziplnErrors

2.2.7. NBP Additions

nbpAddr ess

nbpSocket

nbpEnuner at or

nbpl nLookUpRequest s
nbpl nLookUpRepl i es

nbpl nBr oadcast Request s
nbpl nFor war dRequest s
nbpQut LookUpRepl i es
nbpRegi strationFail ures
nbpl nErrors

2.2.8. ATEcho Additions

at echoQut Request s
at echol nRepl i es

2.3. Deprecations

January 1995

The follow ng vari abl es have been deprecated in this version of the

M B:

I I apl nPkt s

Il apQut Pkt s

I I apl nNoHandl er s
IlaplnErrors
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These | lap variables were duplicated in the interfaces table of M B-
1.

2. 4. Changes

The | MPORTS |list has been updated to reflect the current SNWP
docunent s.

New t ext ual conventi ons have been defi ned.

Hyphens have been renoved from enuneration strings.

Vari abl es used as | NDEXes to new tabl es have ACCESS not - accessi bl e.
This is because the values of the | NDEX variables are contained in
the object identifier for any of the other variables in the table;

therefore, it does not need to be explicitly avail able as data.

The at port Net Confi g and at portZoneConfi g vari abl es have been changed
fromread-only to read-wite.

The atportZone variable has be renaned to atportZoneDefault, and its
DESCRI PTI ON cl ause has been clarified.

The atport Type, atportStatus, and ki pType vari abl es have had nore
val ues added to their enuneration lists.

The DDP group has been split into two groups; one includes variables
that any Appl eTal k node woul d i npl enent and the other includes
vari ables only a router would inpl enent.

The rtnpState variabl e now i ncl udes another enuneration, invalid(5),
whi ch is used when del eting rows.

The vari abl es rtnpRangeStart, rtnpRangeEnd, rtnpNextHop, rtnpType,
rtnpPort, and rtnpHops have been changed fromread-wite to read-
only.

The ZI P Group has been renamed the ZI P End Node G oup.

The DESCRI PTI ON cl ause for zipZonel ndex has been clarified.

The vari abl es zi pZoneNane, zi pZoneNetStart, and zi pZoneNet End have
been changed fromread-wite to read-only.

The nbpl ndex vari abl e has been changed fromread-only to read-wite.

The nbpOhj ect, nbpType, and nbpZone vari abl es now suggest that the
agent reregister its service when any of these variables is changed.
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3.

3.

The nbpState variabl e i ncl udes new enunerati ons.
hj ect s

Managed obj ects are accessed via a virtual information store, terned
t he Managenent Infornmation Base or MB. bjects in the MB are
defined using the subset of Abstract Syntax Notation One (ASN. 1) [7]
defined in the SM. |In particular, each object has a nane, a syntax,
and an encoding. The nanme is an object identifier, an

adm ni stratively assigned nane, which specifies an object type. The
obj ect type together with an object instance serves to uniquely
identify a specific instantiation of the object. For human

conveni ence, we often use a textual string, terned the OBJECT

DESCRI PTOR, to also refer to the object type.

The syntax of an object type defines the abstract data structure
corresponding to that object type. The ASN. 1 |anguage is used for
this purpose. However, the SM [3] purposely restricts the ASN 1
constructs which nay be used. These restrictions are explicitly nade
for sinplicity.

The encodi ng of an object type is sinply how that object type is
represented using the object type’'s syntax. Inplicitly tied to the
noti on of an object type's syntax and encoding is how the object type
is represented when being transnitted on the network.

The SM specifies the use of the basic encoding rules of ASN. 1 [8],
subject to the additional requirenents inposed by the SNWP

1. Format of Definitions

Section 5 contains the specification of all object types contained in
this MB nodule. The object types are defined using the conventions
defined in the SM, as anmended by the extensions specified in [9].

Overvi ew

Appl eTal k is a protocol suite which features an open peer-to-peer
architecture that runs over a variety of transm ssion nedia.

Appl eTalk is defined in [10]. This protocol suite interoperates with
the I P protocol suite through various encapsul ati on nmethods. As

| arge Appl eTal k networks are built that coexist with large IP

networ ks, a nethod to manage the Appl eTal k networks with SNVP becones
necessary. This MB defines nmanaged objects to be used for managi ng
Appl eTal k net wor ks.
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4.

4,

1. Structure of MB
The objects are arranged into the foll ow ng groups:

- LLAP

- AARP

- ATPort

- DDP

- DDP Rout er

- RTWP

- RTWMP Stub

- KIP

- ZI P Router

- ZI P End Node
- NBP

- ATEcho

- ATP

- PAP

- ASP

- ADSP

- ATPort Pt oP

- Per Port Counters

These groups are the basic unit of conformance. If the semantics of a
group is applicable to an inplenentation, then it nust inplenent al
objects in that group. For exanple, a nmanaged agent nust inplenent
the KIP group if and only if it inplenents the KIP protocol

These groups are defined to provide a nmethod for nmanaged agents to
know whi ch objects they nust inplenent.

2. The Local Tal k Link Access Protocol G oup

The Local Tal k Link Access Protocol (LLAP) is a nedium speed data-link
prot ocol designed for |ow cost and plug-and-play operation. The LLAP
group is designed to manage all interfaces on a nanaged device that
use this protocol

4.3. The Appl eTal k Address Resol ution Protocol G oup

The Appl eTal k Address Resol ution Protocol (AARP) is used to map

bet ween Appl eTal k node addresses, used by the Datagram Delivery
Protocol, and the addresses of the underlying data link layer. The
AARP table allows for managenment of the Address Mapping Table on the
managed devi ce.
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4.4, The AppleTal k Port G oup

An AppleTalk Port is a logical connection to a network over which
Appl eTal k packets can be transmtted. The "network" could be a
tunnel , backbone network, point-to-point link, etc, as well as a
native AppleTal k network. This group allows the managenent of the
configuration of these AppleTal k ports.

4.5. The Datagram Delivery Protocol G oup

The Dat agram Delivery Protocol (DDP) is the network-|ayer protoco
that is responsible for the socket-to-socket delivery of datagrans
over the AppleTalk Internet. This group manages the DDP | ayer on the
managed devi ce.

The DDP group contains statistical counters for the DDP protocol, and
a tabl e describing the DDP sockets that have protocol handlers
regi stered.

4.6. The Datagram Delivery Protocol Router G oup

Some variables relevant to the Datagram Delivery Protocol (DDP) are
only applicable to AppleTal k routers. These variables are included
in this group.

4.7. The Routing Table Mi ntenance Protocol G oup

The Routing Tabl e Mai nt enance Protocol (RTMP) is used by AppleTal k
routers to create and maintain the routing tables that dictate the
process of forwarding datagrans on the AppleTalk internet. The RTMP
group nmanages the RTMP protocol as well as the routing tables
generated by this protocol

4.8. The Routing Tabl e Mi ntenance Protocol Stub G oup

The RTMP Stub process is inplenented by end nodes in order to

mai ntain informati on about the routers on their networks. The
variables in this group apply to both routers and end nodes. This
group nanages the RTMP stub process.

4.9. The Kinetics Internet Protocol G oup
The Kinetics Internet Protocol (KIP) is a protocol for encapsul ating
and routing Appl eTal k datagrams over an IP internet. This nane is

historical. The KIP group manages the KIP routing protocol as well
as the routing tables generated by this protocol.
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4.10. The Zone Information Protocol Router G oup

The Zone Information Protocol (ZIP) is used to maintain a mapping

bet ween networ ks and zone nanes to facilitate the nane | ookup process
performed by the Nane Binding Protocol. Sone variables relevant to
the Zone Information Protocol (ZIP) are only applicable to AppleTal k
routers. These variables are included in this group

4.11. The Zone Information Protocol End Node G oup

The ZI P End Node group nmanages the variables relevant to the Zone
Information Protocol (ZIP) that are applicable to both routers and
end nodes.

4.12. The Nane Bi nding Protocol G oup

The Nane Binding Protocol (NBP) is a transport-|level protocol that is
used to convert human readabl e service nanes into the nuneric

Appl eTal k network addresses needed for conmuni cating across the

Appl eTal k network. The NBP group manages this protocol and the NBP
services that exist on the managed device

4.13. The Appl eTal k Echo Protocol G oup

The Appl eTal k Echo Protocol is a transport-level protocol used to
test and verify the status of the AppleTalk internet. The AtEcho
group manages this protocol

4.14. The AppleTal k Transacti on Protocol G oup

The Appl eTal k Transacti on Protocol (ATP) is a transport-I|eve
protocol that is defined to support transaction based comuni cati ons.
The ATP group nanages this protocol

4.15. The Printer Access Protocol G oup

The Printer Access Protocol (PAP) is a session-level protocol that
enabl es conmuni cati ons between workstations and print servers. The
PAP group manages this protocol

4.16. The Appl eTal k Sessi on Protocol G oup

The Appl eTal k Session Protocol (ASP) is a session-level protocol that
enabl es sequences of conmuni cations to occur. ASP uses the services
of the AppleTal k Transacti on Protocol (ATP), but extends these
services into the session layer. The ASP group nanages this

pr ot ocol
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4.17. The AppleTal k Data Stream Protocol G oup

The Appl eTal k Data Stream Protocol (ADSP) is a session-|level protoco
that provides symetric, connection-oriented, full-duplex

conmmuni cati on between two sockets on the AppleTalk internet. In
addi ti on, ADSP handles flowcontrol and reliability. The ADSP group
manages this protocol

4.18. The AppleTal k Port Point to Point G oup

The Appl eTal k Port Point to Point G oup nanages ports that have one
or nore associ ated point-to-point connections.

4.19. The Per Port Counters G oup

The Per Port Counters Goup contains a set of counters which are
deened useful on a per port basis.

4,20. Textual Conventions

New data types are introduced as textual conventions in this MB
docunent. These textual conventions enhance the readability of the
speci fication and can ease conparison with other specifications if
appropriate. It should be noted that the introduction of these
textual conventions has no effect on either the syntax or the
semanti cs of any nanaged objects. The use of this is nerely an
artifact of the explanatory nmethod used. bjects defined in terns of
this method are al ways encoded by nmeans of the rules that define the
primtive type. Hence, no changes to the SM or the SNWP are
necessary to accomobdate these textual conventions which are adopted
nmerely for the conveni ence of readers and witers in pursuit of the
el usive goal of clear, concise, and unanbi guous M B docunents.

The new data types are:

ATNet wor kNunber :: = -- 2 octets of network
-- nunber in network
-- byte order
OCTET STRING (SIZE (2))

DdpNodeAddress :: = -- 2 octets of net nunber
-- in network byte order,
-- 1 octet of node number

OCTET STRING (SI ZE (3))

DdpSocket Address :: = -- 2 octets of net nunber

-- in network byte order,
-- 1 octet of node nunber,
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-- 1 octet of socket
-- nunber (0..255)
OCTET STRING (SI ZE (4))

ATNane ::= -- 0to 32 octets of
-- AppleTal k ASCII [10]
OCTET STRING (SI ZE (0..32))

5. Definitions
APPLETALK-M B DEFINITIONS ::= BEG N

| MPORTS
Count er, |pAddress, TineTicks
FROM RFC1155- SM
Di splayString, mb-2
FROM RFC1213-M B
OBJECT- TYPE
FROM RFC- 1212;

-- This MB npdul e uses the extended OBJECT- TYPE nacro as
-- defined in RFC 1212.

-- The following reference is used in this MB:

-- [I'nside Appl eTal k]

-- This refers to Gursharan S. Sidhu, Richard F. Andrews, and
-- Alan B. Oppenheinmer, |Inside AppleTal k, Second Edition,

-- Addi son Wesl ey, (1990).

-- AppleTalk MB

appl et al k OBJECT IDENTIFIER ::= { mib-2 13}

ATNet wor kNunber ::= -- 2 octets of net nunber
-- in network byte order
OCTET STRING (SIZE (2))

DdpNodeAddress :: = -- 2 octets of net nunber
-- in network byte order,
-- 1 octet of node number

OCTET STRING (SI ZE (3))

DdpSocket Address :: = -- 2 octets of net nunber

-- in network byte order,
-- 1 octet of node nunber,
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-- 1 octet of socket nunber
-- (0..255)
OCTET STRING (SI ZE (4))

ATName ::= -- 0to 32 octets of AppleTal k
-- ASCI| [Inside AppleTal k]
OCTET STRING (SIZE (0. .32))

I'lap OBJECT IDENTIFIER ::= { appletalk 1 }
aarp OBJECT IDENTIFIER ::= { appletalk 2}
at port OBJECT IDENTIFIER ::= { appletalk 3 }
ddp OBJECT IDENTIFIER ::= { appletalk 4 }
rtnp OBJECT IDENTIFIER ::= { appletalk 5}
kip OBJECT IDENTIFIER ::= { appletalk 6 }
zi pRout er OBJECT IDENTIFIER ::= { appletalk 7 }
nbp OBJECT IDENTIFIER ::= { appletalk 8 }
at echo OBJECT IDENTIFIER ::= { appletalk 9 }
atp OBJECT IDENTIFIER ::= { appletalk 10 }
pap OBJECT IDENTIFIER ::= { appletalk 11 }
asp OBJECT IDENTIFIER ::= { appletalk 12 }
adsp OBJECT IDENTIFIER ::= { appletalk 13 }
at port pt op OBJECT IDENTIFIER ::= { appletalk 14 }
rtnpStub OBJECT IDENTIFIER ::= { appletalk 16 }
zi pEndNode OBJECT IDENTIFIER ::= { appletalk 17 }
perPort OBJECT IDENTIFIER ::= { appletalk 18 }

-- The LLAP G oup

-- Inplenentation of this group is nmandatory for al

-- entities that inplenent LLAP

-- Notes for the interfaces group

-- Wien inplenenting the Interfaces Goup of MB-11, it is

-- suggested that the followi ng val ues be used for any
-- Local Talk interfaces:

-- ifMu: 600

-- ifSpeed: 230000

-- ifPhysAddress: the one octet node nunber for the
-- particular interface

-- Note also that LLAP control packets should not be

-- included in the Interfaces G oup packet or octet
-- counters.
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I I apTabl

Appl eTal k

e OBJECT- TYPE

MB I

SYNTAX SEQUENCE OF LI apEntry
ACCESS not - accessi bl e

STAT

US mandat ory

DESCRI PTI ON
"The |ist of LLAP entries.”

Il apEntr
SYNT.

{ Ilap 1}

y OBJECT- TYPE
AX LI apEntry

ACCESS not - accessi bl e

STAT

US nandat ory

DESCRI PTI ON
"An LLAP entry containing objects for the Local Tal k

LI apEntr
I'lap
I'lap
I'lap
I'lap
I'lap
I'lap
I'lap
I'lap
I'lap
I'lap
I'lap

}

Ilaplfln
SYNT

Li nk Access Protoco
i nterface.

As an exanpl e,

for a particul ar

m ght be naned || apQut Pks. 1"
INDEX { Il aplflndex }

{ I'lapTable 1 }

y ::= SEQUENCE {
I f1 ndex

I nPkt s

CQut Pkt s

I nNoHandl ers

I nLengt hErrors
InErrors

Col |'i si ons
Defers

NoDat aErrors
RandonCTSErrors
FCSErrors

dex OBJECT- TYPE
AX | NTEGER

ACCESS read-only

STAT

US mandat ory

DESCRI PTI ON
"The LLAP interface to which this entry pertains.
The interface identified by a particular val ue of
this index is the sane interface as identified

Wal dbusser & Frisa

by the sanme val ue of

{ I'lapEntry 1}

| NTEGER,
Count er,
Count er,
Count er,
Count er,
Count er,
Count er,
Count er,
Count er,
Count er,
Count er

i flndex."

January 1995

Local Tal k

an instance of the |l apQutPkts object
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-- this object has been deprecated because it duplicates the
-- sumof the MB-1I variables iflnUcastPkts and
-- iflnNUcast Pkt s

I I apl nPkt s OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS depr ecat ed

DESCRI PTI ON
"The total nunber of good data packets received on
this Local Talk interface."

o= { IlapEntry 2 }

-- this object has been deprecated because it duplicates the
-- sumof the MB-11 variables ifQutUcastPkts and
-- i fQut NUcast Pkt s

I I apQut Pkt s OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS depr ecat ed

DESCRI PTI ON
"The total nunber of data packets transmitted on
this Local Talk interface."

:={ IlapEntry 3}

-- this object has been deprecated because it duplicates the
-- MB-11 variable iflnUnknownProtos

I I apl nNoHandl ers OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS depr ecat ed

DESCRI PTI ON
"The total nunber of good packets received on this
Local Tal k interface for which there was no protocol
handl er . "

o= { llapEntry 4}

I I apl nLengt hErrors OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS nandat ory

DESCRI PTI ON
"The total nunber of packets received on this Local Tal k
i nterface whose actual length did not match the |l ength
in the header."

o= { IlapEntry 5}
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-- this object has been deprecated because it duplicates the
-- MB-IIl variable iflnErrors

Il apl nErrors OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS depr ecat ed

DESCRI PTI ON
"The total number of packets containing errors received
on this Local Talk interface."

:={ llapEntry 6 }

Il apCol | i si ons OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
DESCRI PTI ON
"The total nunmber of collisions assunmed on this
Local Talk interface due to the lack of a |apCTS reply."
o= { llapEntry 7 }

I I apDefers OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS nandat ory

DESCRI PTI ON
"The total nunber of times this Local Talk interface
deferred to other packets."

c:={ IlapEntry 8 }

I | apNoDat aErrors OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The total number of times this Local Talk interface
recei ved a | apRTS packet and expected a data packet,
but did not receive any data packet."

:={ llapEntry 9 }

I I apRandonCTSErrors OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The total nunber of times this Local Talk interface
received a | apCTS packet that was not solicited by a
| apRTS packet."
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c:={ llapEntry 10 }

I 1 apFCSErrors OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS nandat ory

DESCRI PTI ON
"The total nunber of times this Local Talk interface
recei ved a packet with an FCS (Frame Check Sequence)
error."”

:={ llapEntry 11 }

-- The AARP Group
-- Inplenmentation of this group is nandatory for all entities
-- that inplenment AARP

aar pTabl e OBJECT- TYPE

SYNTAX SEQUENCE OF AarpEntry

ACCESS not - accessi bl e

STATUS mandat ory

DESCRI PTI ON
"The Appl eTal k Address Transl ati on Tabl e contains an
equi val ence of AppleTal k Network Addresses to the l|ink
| ayer physical address."

o= { aarp 1}

aar pEntry OBJECT- TYPE
SYNTAX Aar pEntry
ACCESS not - accessi bl e
STATUS mandat ory
DESCRI PTI ON
"Each entry contains one AppleTal k Network Address to
physi cal address equi val ence.

As an exanple, an instance of the aarpPhysAddress
obj ect might be nanmed aar pPhysAddress. 1. 0. 80. 234"
I NDEX { aarpl flndex, aarpNet Address }
::={ aarpTable 1}

Aar pEntry ::= SEQUENCE ({
aar pl f I ndex | NTEGER,
aar pPhysAddress OCTET STRI NG
aar pNet Addr ess DdpNodeAddr ess,
aar pSt at us | NTEGER
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aar pl fI ndex OBJECT- TYPE

SYNTAX | NTEGER

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The interface on which this entry's equival ence is
effective. The interface identified by a particul ar
value of this index is the sane interface as
identified by the sane value of iflndex."

::={ aarpEntry 1}

aar pPhysAddr ess OBJECT- TYPE
SYNTAX OCTET STRI NG
ACCESS read-wite
STATUS mandat ory
DESCRI PTI ON
"The medi a- dependent physical address.”
.= { aarpEntry 2}

aar pNet Addr ess OBJECT- TYPE

SYNTAX DdpNodeAddr ess

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The Appl eTal k Networ k Address corresponding to the
medi a- dependent physical address."

::={ aarpEntry 3}

aar pSt at us OBJECT- TYPE

SYNTAX | NTEGER {
valid(1l),
i nval id(2)

}

ACCESS read-wite

STATUS mandat ory

DESCRI PTI ON
"The status of this AARP entry.
Setting this object to the value invalid(2) has the
effect of invalidating the corresponding entry in the
aarpTable. That is, it effectively disassociates
the mapping identified with said entry. It is an
i mpl enent ation-specific nmatter as to whether the agent
renoves an invalidated entry fromthe table.
Accordi ngly, managenent stations nust be prepared to
receive fromagents tabul ar information correspondi ng
to entries not currently in use. Proper
interpretation of such entries requires exami nation
of the relevant aarpStatus object."”
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.= { aarpEntry 4 }

aar pLookups OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS nandat ory

DESCRI PTI ON
"The nunber of tines the AARP cache for this entity
was searched. "

c:={ aarp 2}

aar pHi ts OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The nunber of tines an entry was searched for and
found in the AARP cache for this entity."

o= { aarp 3}

-- The ATPort G oup

-- Inplenentation of this group is nmandatory for all entities
-- that inplenent AppleTal k ports

-- Note that to be conpliant with this group, all variables
-- that have read-wite access nmust be inplenmented as
-- read-wite.

at port Tabl e OBJECT- TYPE
SYNTAX SEQUENCE COF At portEntry
ACCESS not - accessi bl e
STATUS mandat ory
DESCRI PTI ON
"Alist of AppleTalk ports for this entity."
.= { atport 1}

atport Entry OBJECT- TYPE
SYNTAX AtportEntry
ACCESS not - accessi bl e
STATUS nandat ory
DESCRI PTI ON
"The description of one of the AppleTal k
ports on this entity.

As an exanpl e, an instance of the atportNetFrom object
m ght be naned at portNet From 2"
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AtportEntry :

}
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| NDEX { atportlndex }
.= { atportTable 1}

: = SEQUENCE {
at port | ndex

at port Descr

at port Type

at port Net Start

at port Net End

at port Net Addr ess

at port St at us

at port Net Confi g

at port ZoneConfi g

at port ZoneDef aul t
atportlfl ndex

at port Net From

at port ZoneFr om
atportlnPkts

at port Qut Pkt s

at port Hone

at port Current Zone

at port Confl i ct PhysAddr

at port | ndex OBJECT- TYPE

SYNTAX | NTEGER
ACCESS read-only
STATUS mandat ory
DESCRI PTI ON

| NTEGER,

Di splayString,

| NTEGER,

ATNet wor kKNurber ,
ATNet wor kKNurber ,
DdpNodeAddr ess,

| NTEGER,

| NTEGER,

| NTEGER,

ATNane,

| NTEGER,
DdpNodeAddr ess,
DdpNodeAddr ess,
Count er,

Count er,

| NTEGER,

ATNane,

OCTET STRI NG

"A uni que val ue for each Appl eTal k port.
Its value is between 1 and the total nunber of

Appl eTal k ports.
remai n constant at

The val ue for each port nust
least fromthe re-initialization
of the entity' s network managenent systemto the

next re-initialization."

::={ atportEntry 1}

at port Descr OBJECT- TYPE

SYNTAX Di spl ayString
ACCESS read-wite
STATUS mandat ory
DESCRI PTI ON

"A text string containing i nformati on about the

port.

ASClI | characters."
::={ atportEntry 2 }
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-- Several objects throughout the M B key off of atportType to
-- determne the format of OCTET STRI NG addresses of peers.
-- The address formats are as foll ows:

-- | ocaltal k, ethertal k1, ethertal k2, tokental k, iptalk,
-- fddital k, sndstalk, arctalk, and virtual take the
-- format of DdpNodeAddress

-- serial PPP: null OCTET STRI NG

-- seri al Nonst andard: vendor specific

-- aurp: see AURP M B to determ ne fornmat

-- franeRelay: 32 bit DLClI in network byte order

-- (OCTET STRING (Sl ZE (4)))

-- x25: X121Address (see RFC 1382)

-- i p: |IP address (OCTET STRING (SIZE (4)))

-- osi: NSAP (COCTET STRING (Sl ZE (3..20)))

-- decnetlV: 6 bit area, 10 bit host in network byte order
-- (OCTET STRING (SIZE (2)))

-- arap: ??7?

-- nonAppl eTal k3Com based on ifType

-- i px: 32 bit network nunber in network byte order

-- foll owed by datalink address of host

-- arns: 32 bit ARNS header

-- hdl c: DdpNodeAddress or null OCTET STRI NG

at port Type OBJECT- TYPE
SYNTAX | NTEGER {

ot her (1), -- none of the follow ng
| ocal tal k(2),
ethertal k1(3),
et hertal k2(4),
t okent al k(5),
i ptal k(6),
seri al PPP(7),
seri al Nonst andar d( 8),
virtual (9), -- an internal interface
fddital k(10),
arctal k(11),
sndst al k(12),
aur p(13),
frameRel ay(14),
x25(15),
ip(16),
osi (17),
decnet | V(18),
arap(19),
i sdnl nThePacket Mbde( 20),
nonAppl eTal k3Con{ 21),
i px(22),
arns(23),
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hdl c(24)

}
ACCESS read-wite
STATUS mandat ory
DESCRI PTI ON
"The type of port, distinguished by the protoco
i medi ately below DDP in the protocol stack."
c:={ atportEntry 3}

atportNet Start OBJECT- TYPE
SYNTAX ATNet wor kNunber
ACCESS read-wite
STATUS nandat ory

DESCRI PTI ON
"The first AppleTal k network address in the range
configured for this port. |If this port is not a

native AppleTal k port, this object shall have the
val ue of two octets of zero."
.= { atportEntry 4 }

at port Net End OBJECT- TYPE
SYNTAX ATNet wor kNumnber
ACCESS read-write
STATUS nandat ory

DESCRI PTI ON
"The | ast AppleTal k network address in the range
configured for this port. |If the network to which

this AppleTal k port is connected is a non-extended
network, or if it is not a native AppleTal k port,
the value for atportNetEnd shall be two octets of
zero."

c:={ atportEntry 5}

at port Net Addr ess OBJECT- TYPE
SYNTAX DdpNodeAddr ess
ACCESS read-wite
STATUS nandat ory

DESCRI PTI ON
"The Appl eTal k network address configured for this
port. In addition, this value may be used as a hint

for an initial node nunmber used during node-finding.
If this port is not a native AppleTalk port, this

obj ect shall have the value of three octets of zero."

c:={ atportEntry 6 }

at port St at us OBJECT- TYPE
SYNTAX | NTEGER {

routing(l), --this port is fully configured & routing
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unconfigured(2),

of f(3),
i nvalid(4),
endNode(5), -- this port is acting as an end node
of f DueToConflict(6), -- port is off due to
-- configuration conflict
other(7) -- none of the states defined above

}
ACCESS read-wite
STATUS mandat ory
DESCRI PTI ON
"The configuration status of this port.

Setting this object to the value invalid(4) has the
effect of invalidating the corresponding entry in the
atportTable. That is, it effectively disassociates the
mappi ng identified with said entry. It is an
i mpl enent ation-specific matter as to whether the agent
renoves an invalidated entry fromthe table.
Accordi ngly, managenent stations nust be prepared to
receive fromagents tabul ar information correspondi ng
to entries not currently in use. Proper
interpretation of such entries requires exam nation
of the relevant atportStatus object.”

.= { atportEntry 7 }

at port Net Confi g OBJECT- TYPE
SYNTAX | NTEGER {
conflictOrientedSeed(1), -- use configured network
-- range even if it conflicts wi th another
-- Appl eTal k devi ce

garnered(2), -- acquire from another AppleTal k device
guessed(3), -- generate a "randont network range
unconfigured(4), -- no other value applies
conflictAverseSeed(5), -- use configured network

-- range, but don’t cone up if it conflicts
softSeed(6) -- attenpt to use configured network

-- range, but use network range from anot her
-- router if our configuration conflicts
}
ACCESS read-wite
STATUS nandat ory
DESCRI PTI ON
"The status of the network information for this port.
If this port is not a native AppleTalk port, this
obj ect shall have the val ue unconfigured(4)."
::={ atportEntry 8 }
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at port ZoneConfi g OBJECT- TYPE
SYNTAX | NTEGER {
conflictOrientedSeed(1), -- use configured zone
-- information even if it conflicts with
-- anot her Appl eTal k devi ce
garnered(2), -- acquire from another AppleTal k device
guessed(3), -- generate "randont zone information
unconfigured(4), -- no other value applies
conflictAverseSeed(5), -- use configured zone
-- information, but don't conme up if it
-- conflicts
softSeed(6) -- attenpt to use configured zone
-- information, but use zone information
-- fromanother router if our configuration
-- conflicts
}
ACCESS read-wite
STATUS nandat ory
DESCRI PTI ON
"The status of the zone information for this port.
If this port is not a native AppleTalk port, this
obj ect shall have the val ue unconfigured(4)."
::={ atportEntry 9 }

at port ZoneDef aul t OBJECT- TYPE

SYNTAX ATNare

ACCESS read-wite

STATUS mandat ory

DESCRI PTI ON
"The nanme of the default zone for this port. |If
this port only has one zone, that zone is
represented here. If this port is not a native
Appl eTal k port, this object shall contain an octet
string of zero | ength.

When this value is changed in a router, the router
must send a zi pNotify packet on the associ ated
net wor k. "

c:={ atportEntry 10 }

atportlflndex OBJECT- TYPE

SYNTAX | NTECER

ACCESS read-wite

STATUS mandat ory

DESCRI PTI ON
"The physical interface associated with this
Appl eTal k port. The interface identified by a
particular value of this index is the sane interface
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as identified by the same val ue of iflndex."
c:={ atportEntry 11 }

at port Net Fr om OBJECT- TYPE

SYNTAX DdpNodeAddr ess

ACCESS read-only

STATUS nandat ory

DESCRI PTI ON
"When at portNetConfig is set to garnered(2), this
vari abl e contains the DDP address of an entity from
whi ch the Appl eTal k network nunber was gar nered
When at portNetConfig is set to
conflictOrientedSeed(1), conflictAverseSeed(5),
or softSeed(6), this variable contains the DDP
address of an entity which confirmed or supplied our
Appl eTal k network nunber, for exanple by replying to
a ZI P GetNetlnfo request.

If atportNetConfig is set to guessed(3) or
unconfigured(4), or if the entity has not received
any network nunber confirmation, this variable
shoul d be set to three octets of zero."

::={ atportEntry 12 }

at port ZoneFr om OBJECT- TYPE

SYNTAX DdpNodeAddr ess

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"When at portZoneConfig is set to garnered(2), this
vari abl e contains the DDP address of an entity from
whi ch the AppleTal k zone |ist was garnered.

When at port ZoneConfig is set to
conflictOrientedSeed(1), conflictAverseSeed(5), or
soft Seed(6), this variable contains the DDP address
of an entity which confirnmed or supplied our

Appl eTal k zone information, for exanple by replying
to a ZIP GetNetlnfo request or a ZIP Query.

I f atportZoneConfig is set to guessed(3) or
unconfigured(4), or if the entity has not received
any zone confirmation, this variable should be set
to three octets of zero."

c:={ atportEntry 13}
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atport | nPkts OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The nunber of packets received by this entity on
this port."

c:={ atportEntry 14 }

at port Qut Pkt s OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS nandat ory

DESCRI PTI ON
"The nunber of packets transnmitted by this entity on
this port."

::={ atportEntry 15 }

at port Hone OBJECT- TYPE
SYNTAX | NTEGER {
home(1),
not Hone( 2)

}

ACCESS read-only

STATUS nandat ory

DESCRI PTI ON
"An indication of whether or not the entity is
honed on this port, that is to say, a port on which
the entity could perform NBP registrations for
services that it chooses to advertise."

.= { atportEntry 16 }

at port Current Zone OBJECT- TYPE
SYNTAX ATNane
ACCESS read-wite
STATUS nandat ory

DESCRI PTI ON
"The current zone for the port. |In general, this is
the zone nane in which services on this port wll
be registered. |If this port is not a native

Appl eTal k port, this object shall contain an octet
string of zero length. Note that nodifications to
this object do not affect the nbpTable."

c:={ atportEntry 17 }

at port Confl i ct PhysAddr OBJECT- TYPE

SYNTAX OCTET STRI NG
ACCESS read-only
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STATUS nandat ory

DESCRI PTI ON
"The link-layer address of a device which caused
this entity to set atportStatus to
of f DueToConflict(6). If this address is not
available, or if the entity has not set atportStatus
to of fDueToConflict, this object shall be a zero
| engt h OCTET STRI NG "

c:={ atportEntry 18 }

-- The atportZoneTabl e stores information about the zones
-- associated with each port. The default zone for each
-- port is stored in the port’s atportZoneDefault variabl e;
-- all other zones for the port are listed in this table.
-- If a port only has one zone, it should be stored in the
-- port’s atportZoneDefault variable, and this table should

-- be enpty.

-- One of the indexes for this table is atportZoneNane.

-- Even though Appl eTal k zone nanme matches are

-- case-insensitive, this table will store zone nanes

-- regardl ess of case. SNWP CGet, CetNext and Set operations
-- are perfornmed on these (potentially) mxed case strings
-- according to the normal SNWP rules with the foll ow ng

-- caveat: in processing a SET request, the agent shal

-- performa case-insensitive search and a case-sensitive

-- search. |If the case-insensitive search matches and the
-- case-sensitive search does not match, the "equival ent”

-- zone name exists in another entry with a different

-- capitalization and the SET request shall fail due

-- to the nane being inconsistent (SNWPvl should return a

-- genErr.) This insures that only one version of a zone

-- name will appear in each agent, at the expense of forcing
-- a managenent station to query using that exact nane.

at port ZoneTabl e OBJECT- TYPE

SYNTAX SEQUENCE OF At portZoneEntry

ACCESS not - accessi bl e

STATUS mandat ory

DESCRI PTI ON
"The table of zone information for non-default
zones on ports."

.= { atport 2}

at port ZoneEntry OBJECT- TYPE
SYNTAX At portZoneEntry
ACCESS not - accessi bl e
STATUS nandat ory
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DESCRI PTI ON
"An entry of zone information for a port.

As an exanple, an instance of the atportZoneStatus
obj ect m ght be naned
at port ZoneSt at us. 2. 8. 84, 119. 105. 108. 105. 103. 104. 116"
| NDEX { at portZonePort, atportZoneNane }
.:={ atportZoneTable 1 }

At port ZoneEntry ::= SEQUENCE {
at port ZonePort | NTEGER,
at port ZoneNane ATName (SIZE (1..32)),

at port ZoneSt at us | NTEGER
}

at port ZonePort OBJECT- TYPE

SYNTAX | NTEGER

ACCESS not - accessi bl e

STATUS nandat ory

DESCRI PTI ON
"An integer representing the port to which this zone
bel ongs. The port identified by a particul ar val ue
of this object is the same port as identified by the
sanme val ue of atportlndex."

.:={ atportZoneEntry 1 }

at port ZoneNane OBJECT- TYPE

SYNTAX ATNanme (S| ZE (1..32))

ACCESS not - accessi bl e

STATUS nandat ory

DESCRI PTI ON
"A zone name configured for the AppleTal k port
referred to in the corresponding entry of
at port ZonePort .

When this value is changed in a router, the router
must send a zi pNotify packet on the associ ated
net wor k. "

::={ atportZoneEntry 2}

at port ZoneSt at us OBJECT- TYPE
SYNTAX | NTEGER {
valid(1l),
i nval id(2)
}
ACCESS read-wite
STATUS mandat ory
DESCRI PTI ON
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"The status of this zone entry.

Setting this object to the value invalid(2) has the
effect of invalidating the corresponding entry in
the atportZoneTable. That is, it effectively
di sassoci ates the mapping identified with said
entry. It is an inplenentation-specific nmatter as
to whet her the agent renoves an invalidated entry
fromthe table. Accordingly, nanagenent stations
nmust be prepared to receive fromagents tabul ar
i nformati on corresponding to entries not currently
in use. Proper interpretation of such entries
requi res exam nation of the rel evant
at port ZoneSt at us obj ect. "

::={ atportZoneEntry 3}

-- The DDP G oup

-- Inplenentation of this group is mandatory for al
-- entities that inplenent DDP

-- This group consists of DDP variables that woul d be
-- inplenented by either a router or an end node. The
-- following variables are included:

-- ddpCQut Request s

-- ddpCQut Shorts

-- ddpCut Longs

-- ddpl nRecei ves

-- ddpl nLocal Dat agr ans

-- ddpNoPr ot ocol Handl er s

-- ddpTooShortErrors

-- ddpTooLongErrors

-- ddpShor t DDPEr r or s

-- ddpChecksunErrors

-- ddpLi st ener Tabl e

-- Note that the variables in this group are not nunbered
-- sequentially. This was done so that it was not necessary
-- to deprecate variables from RFC 1243

ddpQut Request s OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
DESCRI PTI ON
"The total nunber of DDP datagrans which were
supplied to DDP by local DDP clients in requests for
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transmi ssion. Note that this counter does not
i ncl ude any datagrans counted in ddpForwRequests."
o= { ddp 1}

ddpCut Shorts OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The total nunber of short DDP datagrans which were
transmtted fromthis entity."

:={ ddp 2 }

ddpCQut Longs OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The total nunber of |ong DDP datagrans which were
transmitted fromthis entity."

:={ ddp 3}

ddpl nRecei ves OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The total nunber of input datagrans received by
DDP, including those received in error.”

::={ ddp 4 }

ddpl nLocal Dat agr ans OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory

DESCRI PTI ON
"The total nunber of input DDP datagrans for which
this
entity was their final DDP destination."”

::={ ddp 6 }

ddpNoPr ot ocol Handl ers OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
DESCRI PTI ON
"The total nunber of DDP datagrans addressed to this
entity that were addressed to an upper |ayer protocol
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for which no protocol handl er existed."”
o= { ddp 7 }

ddpTooShort Errors OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS nandat ory

DESCRI PTI ON
"The total nunber of input DDP datagrans dropped
because the received data I ength was | ess than the
data length specified in the DDP header or the
received data length was |l ess than the I ength of the
expect ed DDP header."

c:={ ddp 9}

ddpTooLongErrors OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS nandat ory

DESCRI PTI ON
"The total nunber of input DDP datagrans dropped
because they exceeded the maxi num DDP dat agram
size. "

::={ ddp 10 }

ddpShort DDPEr rors OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The total nunber of input DDP datagrans dropped
because this entity was not their final destination
and their type was short DDP."

::={ ddp 12 }

ddpChecksunEtrrors OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The total nunber of input DDP datagrans for which
this DDP entity was their final destination, and
whi ch were dropped because of a checksumerror."

o= { ddp 14 }

ddpLi st ener Tabl e OBJECT- TYPE

SYNTAX SEQUENCE OF DdpLi stenerEntry
ACCESS not - accessi bl e
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STATUS nandat ory

DESCRI PTI ON
"The ddpLi stenerTable stores information for each
DDP socket that has a listener.™

::={ ddp 15}

ddpLi stener Entry OBJECT- TYPE
SYNTAX DdpLi stenerEntry
ACCESS not - accessi bl e
STATUS mandat ory
DESCRI PTI ON
"Thi s ddpListenerEntry contains infornmation about a
particul ar socket that has a socket |istener.

As an exanple, an instance of the ddpLi stenerStatus
obj ect might be named ddpLi st ener St at us. 0. 80. 220. 1"
I NDEX { ddplLi st ener Address }
::={ ddpListenerTable 1 }

DdpLi stenerEntry ::= SEQUENCE {
ddpLi st ener Addr ess DdpSocket Addr ess,
ddpLi st ener | nPkt s Count er
ddpLi st ener St at us | NTEGER

}

ddpLi st ener Addr ess OBJECT- TYPE

SYNTAX DdpSocket Addr ess

ACCESS not - accessi bl e

STATUS mandat ory

DESCRI PTI ON
"The DDP address that this socket listener is bound
to. If this socket listener isn't bound to a
particul ar address, for instance if it is intended
for all interfaces, this object shall have the val ue
of three octets of zero followed by one octet of
socket nunber. The socket nunber nust not equa
zero."

::={ ddpListenerEntry 1}

ddpLi st ener I nPkt s OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS nandat ory
DESCRI PTI ON
"The nunber of packets received for this listener."
::={ ddpListenerEntry 2 }
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ddpLi st ener St at us OBJECT- TYPE
SYNTAX | NTEGER {
valid(1),
i nval i d(2)

}

ACCESS read-wite

STATUS nandat ory

DESCRI PTI ON
"The status of this socket |istener
Setting this object to the value invalid(2) has the
effect of invalidating the corresponding entry in the
ddpLi stenerTable. That is, it effectively
di sassoci ates the mapping identified with said
entry. It is an inplenentation-specific matter as
to whet her the agent renoves an invalidated entry
fromthe table. Accordingly, nanagenent stations
must be prepared to receive fromagents tabul ar
i nformati on corresponding to entries not currently
in use. Proper interpretation of such entries
requi res exanination of the rel evant
ddpLi st ener St at us obj ect."

::={ ddpListenerEntry 3 }

-- The DDP Router G oup

-- Inmplementation of this group is required for all routers
-- which inpl enent DDP

-- This group consists of DDP variables that only a router
-- would inplenent. The follow ng variables are included:
-- ddpFor wRequest s

-- ddpCQut NoRout es

-- ddpBr oadcast Errors

-- ddpHopCount Error s

-- ddpFor war di ngTabl e

-- Note that the variables in this group are not nunbered
-- sequentially. This was done so that variables from
-- RFC 1243 did not need to be deprecated.

ddpFor wRequest s OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
DESCRI PTI ON
"The nunber of input datagrams for which this entity
was not their final DDP destination, as a result of
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whi ch an attenpt was nmade to find a route to forward
themto that final destination."
:={ ddp 5}

ddpCQut NoRout es OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The total nunber of DDP datagrans dropped because a
route could not be found to their final destination.”

::={ ddp 8 }

ddpBr oadcast Errors OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The total nunber of input DDP datagrans dropped
because this entity was not their final destination
and they were addressed to the link | evel broadcast."

::={ ddp 11}

ddpHopCount Errors OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The total nunber of input DDP datagrans dropped
because this entity was not their final destination
and their hop count woul d exceed 15."

o= { ddp 13}

-- The ddpForwardi ngTable is a read-only table which shows the
-- next hop that a datagramw || take when being routed to a
-- specific network. [If a manager wi shes to change data in

-- this table via SNWP, he nust change it in the MB for the
-- routing protocol itself (by incrementing hop counts,

-- etc), rather than in this table. This table is derived

-- by the managed entity fromthe information it receives

-- fromthe routing protocols that it supports.

-- This table al so shows the routing table fromwhich the next
-- hop was derived. Wen a MBis witten for an Appl eTal k

-- routing protocol, it should include the definition of an

-- object identifier which will be used in the

-- ddpForwardi ngProto variabl e defined here. (For exanpl e,

-- a value for RTWMP is defined as { ddp-forw proto-oids 1 }
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-- bel ow.)

-- To look for a specific net Nin this table, it is suggested
-- that the managenment station performa get-next query for

-- ddpForwardi ngNet End. (N-1). This will retrieve the correct
-- rowif it exists in the table.

ddpFor war di ngTabl e OBJECT- TYPE

SYNTAX SEQUENCE OF DdpForwar di ngEntry

ACCESS not - accessi bl e

STATUS mandat ory

DESCRI PTI ON
"A table of forwarding entries for DDP. This table
contains a route for each AppleTal k network currently
known to the entity."

::={ ddp 16 }

ddpFor war di ngEntry OBJECT- TYPE
SYNTAX DdpFor war di ngEntry
ACCESS not - accessi bl e
STATUS mandat ory
DESCRI PTI ON
"A forwarding entry for a particul ar Appl eTal k
net wor k.

As an exanple, an instance of the ddpForwardi ngPort
obj ect night be named ddpForwardi ngPort. 0. 90"

| NDEX { ddpFor war di ngNet End }

::= { ddpForwardi ngTable 1 }

DdpForwar di ngEntry ::= SEQUENCE ({
ddpFor war di ngNet End ATNet wor kNunber ,
ddpFor war di ngNet St art ATNet wor kNunber
ddpFor war di ngNext Hop OCTET STRI NG
ddpFor war di ngPr ot o OBJECT | DENTI FI ER,
ddpFor war di nghodi fi edTi me Ti meTi cks,
ddpFor war di ngUseCount s Count er
ddpFor war di ngPor t | NTEGER

}

ddpFor war di ngNet End OBJECT- TYPE

SYNTAX ATNet wor kNunber

ACCESS not - accessi bl e

STATUS mandat ory

DESCRI PTI ON
"The | ast network nunber in the network range
mat ched by this forwarding entry. This will not be
zero even if this corresponds to a non-extended
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net."
::= { ddpForwardingEntry 1 }

ddpFor war di ngNet St art OBJECT- TYPE

SYNTAX ATNet wor kNunber

ACCESS read-only

STATUS nandat ory

DESCRI PTI ON
"The first network nunber in the network range
mat ched by this forwarding entry."

::= { ddpForwardi ngEntry 2 }

ddpFor war di ngNext Hop OBJECT- TYPE

SYNTAX OCTET STRI NG

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The next hop in the route to this entry’s
destination network. The format of this address can
be determ ned by exam nating the atportType
corresponding to this entry."

::= { ddpForwardi ngEntry 3 }

ddpFor war di ngProt o OBJECT- TYPE

SYNTAX OBJECT | DENTI FI ER

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The routing nmechani sm by which this route was
| earned. "

.. = { ddpForwardi ngEntry 4 }

ddpFor war di nghbdi fi edTi me OBJECT- TYPE

SYNTAX Ti neTi cks

ACCESS read-only

STATUS nandat ory

DESCRI PTI ON
"The val ue of sysUpTime at the time of the |ast
nodi fication to this entry. The initial value of
ddpForwar di nghbodi fied time shall be the val ue of
sysUpTinme at the tine the entry is created.”

::= { ddpForwardi ngEntry 5 }

ddpFor war di ngUseCount s OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
DESCRI PTI ON
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"The nunber of tines this entry has been used to
route a packet to the destination network. Note
that this counter is not cleared when the
correspondi ng ddpFor war di ngNext Hop vari abl e
changes. "

::= { ddpForwardi ngEntry 6 }

ddpFor war di ngPort OBJECT- TYPE

SYNTAX | NTEGER

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The Appl eTal k port through which
ddpForwar di ngNext Hop is reached. The interface
identified by a particular value of this variable is
the sane interface as identified by the sane val ue
of atportlndex."

::= { ddpForwardi ngEntry 7 }

ddpForwPr ot oG ds OBJECT IDENTIFIER ::= { ddp 17 }

-- The value to be assigned to ddpForwardi ngProto when the
-- routing protocol is RTMP
rt npRouti ngProto OBJECT I DENTIFIER ::= { ddpForwProtoQ ds 1 }

-- The value to be assigned to ddpForwardi ngProto when the
-- routing protocol is KIP
ki pRouti ngProto OBJECT I DENTIFIER ::= { ddpForwProtoG ds 2 }

ddpFor war di ngTabl eOver fl ows OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The nunber of tines the entity attenpted to add an
entry to the forwarding table but failed due to
overflow "

2= { ddp 18 }

-- The RTMP Group

-- Inmplementation of this group is required for all routers
-- which inplenent RTMP

rtnpTabl e OBJECT- TYPE
SYNTAX SEQUENCE OF Rt npEntry
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ACCESS not - accessi bl e

STATUS mandat ory

DESCRI PTI ON
"A list of Routing Table Mi ntenance Protocol
entries for this entity."

o= { rtnp 1}

rtnpEntry OBJECT- TYPE
SYNTAX Rt npEntry
ACCESS not - accessi bl e
STATUS mandat ory
DESCRI PTI ON
"The route entry to a particular network range.

As an exanple, an instance of the rtnpPort object
m ght be naned rtnpPort. 0. 80"

| NDEX { rtnpRangeStart }

c:={ rtnpTable 1}

Rt mpEntry ::= SEQUENCE {
rtmpRangeStart ATNet wor kNunber,
rt npRangeEnd ATNet wor kNunber ,

r t npNext Hop OCTET STRI NG
rtnpType | NTEGER,
rt mpPort | NTEGER,
rt npHops | NTEGER,
rtnpState | NTEGER

}

rt npRangeStart OBJECT- TYPE

SYNTAX ATNet wor kNunber

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The first DDP network address in the network range
to which this routing entry pertains. This is a tw
octet DDP network address in network byte order."

o= { rtnpEntry 1}

rt npRangeEnd OBJECT- TYPE

SYNTAX ATNet wor kNunber

ACCESS read-only

STATUS nandat ory

DESCRI PTI ON
"The | ast DDP network address in the network range
to which this routing entry pertains. This is a two
octet DDP network address in network byte order. If
the network to which this routing entry pertains is
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a non-extended network, the value for rtnpRangeEnd
shall be two octets of zero."

:={ rtnpEntry 2}

rt mpNext Hop OBJECT- TYPE

SYNTAX OCTET STRI NG

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The next internet router in the route to this
entry’'s destination network. The format of this
address can be deterni ned by exami nating the
atport Type corresponding to this entry."

o= { rtnpEntry 3}

rtmpType OBJECT- TYPE
SYNTAX | NTEGER {
ot her (1),
appl etal k(2),
seri al PPP(3),
seri al Nonst andar d(4)
}
ACCESS read-only
STATUS mandat ory
DESCRI PTI ON
"The type of network over which this route points."

:={ rtnpEntry 4}

rtmpPort OBJECT- TYPE

SYNTAX | NTECER

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The Appl eTal k port over which this route points.
The interface identified by a particul ar val ue of
this variable is the sane interface as identified by
the sane val ue of atportlndex."

o= { rtnpEntry 5}

rtmpHops OBJECT- TYPE

SYNTAX | NTEGER

ACCESS read-only

STATUS nandat ory

DESCRI PTI ON
"The nunber of hops required to reach the
destination network to which this routing entry
pertains.”

c:={ rtnpEntry 6 }
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rtnpSt ate OBJECT- TYPE
SYNTAX | NTEGER {
good(1),
suspect (2),
badzero(3),
badOne(4),
i nval i d(5)

}

ACCESS read-write

STATUS mandat ory

DESCRI PTI ON
"The status of the information contained in this
route entry.

Setting this object to the value invalid(5) has the
effect of invalidating the corresponding entry in
the rtnpTable. That is, it effectively
di sassoci ates the mapping identified with said
entry. It is an inplenentation-specific matter as
to whet her the agent renoves an invalidated entry
fromthe table. Accordingly, nanagenent stations
nmust be prepared to receive fromagents tabul ar
i nformati on corresponding to entries not currently
in use. Proper interpretation of such entries
requi res examnation of the relevant rtnpState
obj ect . "

:={ rtnpEntry 7 }

rt npl nDat aPkt s OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
DESCRI PTI ON
"A count of the nunmber of good RTMP data packets
received by this entity."”

o= f{ rtnp 2}

rt npQut Dat aPkt s OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"A count of the nunber of RTMP packets sent by this
entity."

= rtnp 3}

rt npl nRequest Pkt s OBJECT- TYPE
SYNTAX Count er
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ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"A count of the number of good RTMP Request packets
received by this entity."”

c:={ rtnp 4}

rt npNext | REqual Changes OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"A count of the nunber of tinmes RTMP changes the
Next Internet Router in a routing entry because the
hop count advertised in a routing tuple was equal to
the current hop count for a particular network."

= { rtnp 5}

rt npNext | RLessChanges OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"A count of the nunber of tinmes RTMP changes the
Next Internet Router in a routing entry because the
hop count advertised in a routing tuple was |ess
than the current hop count for a particular network."

c:={ rtnp 6}

rt npRout eDel et es OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"A count of the nunmber of times RTMP deletes a route
because it was aged out of the table. This can help
to detect routing problens."

o= rtnp 7 }

rt npRout i ngTabl eOver fl ows OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS nandat ory
DESCRI PTI ON
"The nunber of tines RTMP attenpted to add a route
to the RTMP table but failed due to |ack of space.”

= { rtnp 8}
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-- The RTWMP Stub G oup

-- Inplenmentation of this group is nandatory for all
-- entities that inplenent RTMP

-- It is intended that this group be inplenented by routers
-- and end nodes.

rt npQut Request Pkt s OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS nandat ory

DESCRI PTI ON
"A count of the nunmber of RTMP Request packets sent
by this entity."

c:={ rtnpStub 1 }

rt npl nVer si onM snat ches OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"A count of the nunmber of RTMP packets received by
this entity that were rejected due to a version
nm smat ch. "

o= { rtnpStub 2 }

rtmpl nErrors OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS nandat ory

DESCRI PTI ON
"A count of the nunmber of RTMP packets received by
this entity that were rejected for an error other
than version m smatch.”

o= { rtnpStub 3 }

-- The KIP G oup
-- Inplenentation of this group is nandatory for all
-- entities that inplenent KIP

ki pTabl e OBJECT- TYPE
SYNTAX SEQUENCE OF Ki pEntry
ACCESS not - accessi bl e
STATUS mandat ory
DESCRI PTI ON
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"The table of routing information for KIP networks."
o={ kip 1}

ki pEntry OBJECT- TYPE
SYNTAX Ki pEntry
ACCESS not - accessi bl e
STATUS nandat ory
DESCRI PTI ON
"An entry in the routing table for KIP networks.

As an exanple, an instance of the kipCore object
m ght be naned ki pCore. 0. 80"

I NDEX { kipNetStart }

o= { kipTable 1}

Ki pEntry ::= SEQUENCE {
ki pNet St art ATNet wor kNunber ,
ki pNet End ATNet wor kNunber ,
ki pNext Hop | pAddr ess,
ki pHopCount | NTEGER,
ki pBCast Addr | pAddr ess,
ki pCor e | NTEGER,
ki pType | NTEGER,
ki pState | NTEGER,
ki pShar e | NTEGER,
ki pFrom | pAddr ess
}

ki pNet Start OBJECT- TYPE

SYNTAX ATNet wor kNurnber

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The first AppleTal k network address in the range
for this routing entry. This address is a two octet
DDP network address in network byte order."

.= { kipEntry 1}

ki pNet End OBJECT- TYPE

SYNTAX ATNet wor kNunber

ACCESS read-wite

STATUS nandat ory

DESCRI PTI ON
"The | ast Appl eTal k network address in the range for
this routing entry. This address is a two octet DDP
networ k address in network byte order. |If the
network to which this AppleTal k port is connected is
a non-extended network, the value for ki pNetEnd
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shall be two octets of zero."
o= { kipEntry 2}

ki pNext Hop OBJECT- TYPE

SYNTAX | pAddr ess

ACCESS read-wite

STATUS nandat ory

DESCRI PTI ON
"The | P address of the next hop in the route to this
entry’'s destination network."

::={ kipEntry 3}

ki pHopCount OBJECT- TYPE

SYNTAX | NTEGER

ACCESS read-wite

STATUS mandat ory

DESCRI PTI ON
"The nunber of hops required to reach the destination
network to which this entry pertains.”

o= { kipEntry 4}

ki pBCast Addr OBJECT- TYPE

SYNTAX | pAddr ess

ACCESS read-write

STATUS nandat ory

DESCRI PTI ON
"The formof the |IP address used to broadcast on this
net wor k. "

::={ kipEntry 5}

ki pCore OBJECT- TYPE
SYNTAX | NTEGER {
core(1),
not core( 2)

}
ACCESS read-wite
STATUS nandat ory
DESCRI PTI ON
"The status of ki pNextHop as a core gateway."
::={ kipEntry 6 }

ki pType OBJECT- TYPE
SYNTAX | NTEGER {
ki pRouter (1),
net (2),
host (3),
ot her (4),
async(5)
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}
ACCESS read-wite
STATUS mandat ory
DESCRI PTI ON
"The type of the entity that this route points to."
.= { kipEntry 7 }

ki pSt ate OBJECT- TYPE
SYNTAX | NTEGER {
configured(1l), ~-- this entry is not aged
| ear ned(2),
i nval i d(3)
}
ACCESS read-wite
STATUS mandat ory
DESCRI PTI ON
"The state of this network entry.

Setting this object to the value invalid(3) has the
ef fect of invalidating the corresponding entry in the
ki pTable. That is, it effectively disassociates the
mappi ng identified with said entry. It is an
i npl enment ati on-specific matter as to whether the agent
renoves an invalidated entry fromthe table.
Accordi ngly, managenent stations nust be prepared to
receive fromagents tabul ar information correspondi ng
to entries not currently in use. Proper
interpretation of such entries requires exam nation
of the relevant kipState object.”

::={ kipEntry 8 }

ki pShare OBJECT- TYPE

SYNTAX | NTEGER {
shared(1),
private(2)

}

ACCESS read-wite

STATUS mandat ory

DESCRI PTI ON
"If the information in this entry is propagated to
other routers as part of the AA routing protocol
the value of this variable is equal to shared(1).
O herwise its value is private(2)."

o= { kipEntry 9}

ki pFrom OBJECT- TYPE

SYNTAX | pAddr ess
ACCESS read-only
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STATUS nandat ory

DESCRI PTI ON
"The | P address fromwhich the routing entry was
| earned via the AA protocol. |If this entry was not
created via the AA protocol, it should contain IP

address 0.0.0.0."
::={ kipEntry 10 }

-- The ZI P Router G oup

-- Inplenentation of this group is required for all routers
-- which inplenent ZIP

-- This group consists of ZIP variables that woul d be
-- inplenmented by a router.

zi pTabl e OBJECT- TYPE

SYNTAX SEQUENCE OF Zi pEntry

ACCESS not - accessi bl e

STATUS mandat ory

DESCRI PTI ON
"The table of zone information for reachabl e
Appl eTal k networks. "

::={ zipRouter 1}

zi pEntry OBJECT- TYPE
SYNTAX Zi pEntry
ACCESS not - accessi bl e
STATUS nandat ory
DESCRI PTI ON
"An entry of zone information for a particular zone
and network conbi nati on.

As an exanpl e, an instance of the zipZoneState object
m ght be naned zi pZoneSt ate. 0. 80. 4"

| NDEX { zi pZoneNet Start, zipZonel ndex }

o= { zipTable 1}

Zi pEntry ::= SEQUENCE ({
zi pZoneNane ATNane,
Zi pZonel ndex | NTEGER,

Zi pZoneNet St art  ATNet wor KNunber ,
zi pZoneNet End  ATNet wor kNunber ,

Zi pZoneSt at e | NTEGER
Zi pZoneFrom OCTET STRI NG
zi pZonePor t | NTEGER
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zi pZoneNane OBJECT- TYPE
SYNTAX ATNare
ACCESS read-only
STATUS mandat ory

DESCRI PTI ON
"The zone nane of this entry. This is stored in
Mac ASCII format. If the full zone list for the

entry is not known, the value for zi pZoneName shal
be a zero length octet string."
::={ zipEntry 1}

Zi pZonel ndex OBJECT- TYPE

SYNTAX | NTECER

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"An integer that is unique to the zi pZoneNane t hat
is present in this entry. For any given zone nane,
every zipEntry that has an equal zone nane will have
the sane zi pZonel ndex. Wen a zone name is
di scovered which is not currently in the table, it
wi || be assigned an index greater than any
previ ously assigned index."

::={ zipEntry 2}

zi pZoneNet St art OBJECT- TYPE

SYNTAX ATNet wor kNunber

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The network that starts the range for this entry.
This address is a two octet DDP network address in
networ k byte order."

::={ zipEntry 3}

Zi pZoneNet End OBJECT- TYPE

SYNTAX ATNet wor kNunber

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The network that ends the range for this entry.
This address is a two octet DDP network address in
network byte order. |If the network to which this
zip entry pertains is a non-extended network, the
val ue for zipZoneNetEnd shall be two octets of
zero."

::={ zipEntry 4}
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Zi pZoneSt at e OBJECT- TYPE
SYNTAX | NTEGER {
valid(1),

i nval i d(2)

}
ACCESS read-wite
STATUS nandat ory
DESCRI PTI ON
"The state of this zip entry.

Setting this object to the value invalid(2) has the
effect of invalidating the corresponding entry in
the zipTable. That is, it effectively
di sassoci ates the mapping identified with said
entry. It is an inplenentation-specific matter as
to whet her the agent renoves an invalidated entry
fromthe table. Accordingly, nanagenent stations
nmust be prepared to receive fromagents tabul ar
i nformati on corresponding to entries not currently
in use. Proper interpretation of such entries
requi res exanmination of the relevant zipZoneState
obj ect. "

::={ zipEntry 5}

Zi pZoneFr om OBJECT- TYPE

SYNTAX OCTET STRI NG

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The address fromwhich this zone name to network
nunber mappi ng was | earned. The fornmat of this
address can be deterni ned by exanining the
atport Type corresponding to this entry. Wen this
mapping is learned fromthe entity itself, this
obj ect shall have the value of three
octets of zero."

::={ zipEntry 6 }

zi pZonePort OBJECT- TYPE

SYNTAX | NTEGER

ACCESS read-only

STATUS nandat ory

DESCRI PTI ON
"The Appl eTal k port through which this zone nane to
networ k number mapping was | earned. The interface
identified by a particular value of this variable is
the sane interface as identified by the sane val ue
of atportlndex."
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::={ zipEntry 7 }

nZi pQueri es OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS nandat ory
DESCRI PTI ON
"The nunber of ZIP Queries received by this entity."
::={ zipRouter 2}

nZi pRepl i es OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
DESCRI PTI ON
"The nunber of ZIP Replies received by this entity."
::={ zipRouter 3}

nZi pext endedRepl i es OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The nunber of ZI P Extended Replies received by this
entity."”

::={ zipRouter 4}

zi pZoneConflict Errors OBJECT- TYPE

zi pl

SYNTAX Count er

ACCESS read-only

STATUS nandat ory

DESCRI PTI ON
"The nunber of times a conflict has been detected
between this entity’'s zone information and anot her
entity’s zone information."

::={ zipRouter 5}

nbsol et es OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The nunber of ZI P Takedown or ZI P Bringup packets
received by this entity. Note that as the ZIP
Takedown and ZI P Bringup packets have been
obsol eted, the receipt of one of these packets
i ndi cates that a node sent it in error.”

::={ zipRouter 6 }
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-- The zi pRouterNetInfoTable is used to record information
-- about zipGetNetlnfo and zi pGetNetlnfo Reply packets that
-- were received on each port for a router. This table

-- augnents the atportTable.

zi pRout er Net | nf oTabl e OBJECT- TYPE

SYNTAX SEQUENCE OF Zi pRout er Net I nf oEntry

ACCESS not - accessi bl e

STATUS mandat ory

DESCRI PTI ON
"The table of Net Info packets received by each port
on this entity."

::={ zipRouter 7 }

zi pRout er Net | nf oEntry OBJECT- TYPE

SYNTAX Zi pRout er Net | nf oEnt ry

ACCESS not - accessi bl e

STATUS nandat ory

DESCRI PTI ON
"The description of the Net |Info packets received on
a particular port on this entity. One such entry
shal |l exist for each atport on this router entity.

As an exanple, an instance of the ziplnGetNetlnfos
obj ect mi ght be naned zi pl nGet Net | nf os. 2"

| NDEX { atportlndex }

::={ zipRouterNetlnfoTable 1 }

Zi pRout er Net I nfoEntry ::= SEQUENCE ({
Zi pl nGet Net | nf os Count er,
Zi pQut Get Net | nf oRepl i es Count er,
zi pZoneQut I nval i ds Count er,
zi pAddr essl nval i ds Count er
}

Zi pl nGet Net | nf os OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The nunber of ZIP GetNetlnfo packets received on
this port by this entity."

::={ zipRouterNetInfoEntry 1 }

zi pQut Get Net | nf oRepl i es OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS nandat ory
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DESCRI PTI ON
"The nunber of ZIP GetNetlnfo Reply packets sent out
this port by this entity."

::={ zipRouterNetInfoEntry 2 }

Zi pZoneQut I nval i ds OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The nunber of tines this entity has sent a ZIP
GetNetInfo Reply with the zone invalid bit set in
response to a GetNetInfo Request with an invalid
zone nane."

::={ zipRouterNetlnfoEntry 3}

zi pAddr essl nval i ds OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The nunber of tines this entity had to broadcast a
ZIP GetNetlnfo Reply because the Get Netlnfo Request
had an invalid address."

::={ zipRouterNetInfoEntry 4 }

-- The ZI P End Node G oup

-- Inplenentation of this group is nmandatory for all entities
-- that inplenent ZIP

-- This group consists of ZIP variables that woul d be
-- inplenmented by either a router or an end node.

-- The zipNetlnfoTable is used to record infornation about

-- zipGetNetlnfo and zi pGetNetlnfo Reply packets that were

-- received on each port of an entity. This table augnments
-- the atportTable.

zi pNet I nf oTabl e OBJECT- TYPE

SYNTAX SEQUENCE OF Zi pNet | nf oEntry

ACCESS not - accessi bl e

STATUS mandat ory

DESCRI PTI ON
"The table of Net Info packets received by each port
on this entity."

::={ zipEndNode 1 }
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zi pNet I nfoEnt ry OBJECT- TYPE

SYNTAX Zi pNet | nfoEntry

ACCESS not - accessi bl e

STATUS mandat ory

DESCRI PTI ON
"The description of the Net Info packets received on
a particular port on this entity. One such entry
shal | exist for each atport on this entity.

As an exanpl e, an instance of the zipQutGetNetl nfos
obj ect m ght be named zi pQut Get Net | nf os. 2"

| NDEX { atportlndex }

::={ zipNetlInfoTable 1}

Zi pNetInfoEntry ::= SEQUENCE {
zi pQut Get Net | nf os Count er,
zi pl nGet Net | nf oRepl i es Counter,
zi pZonel nl nval i ds Count er
}

zi pQut Get Net | nf os OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS nandat ory

DESCRI PTI ON
"The nunber of ZIP GetNetlnfo packets sent out this
port by this entity."

c:={ zipNetInfoEntry 1}

Zi pl nGet Net | nf oRepl i es OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
DESCRI PTI ON
"The nunber of ZIP GetNetlnfo Reply packets received
on this port by this entity."
::={ zipNetlInfoEntry 2 }

zi pZonel nl nval i ds OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS nandat ory

DESCRI PTI ON
"The nunber of tines this entity has received a ZIP
CGetNetInfo Reply with the zone invalid bit set
because the correspondi ng Get Netl nfo Request had an
invalid zone nane."

::={ zipNetlInfoEntry 3}
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zi pl nErrors OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The nunber of ZI P packets received by this entity
that were rejected for any error."

::={ zi pEndNode 2 }

-- The NBP G oup
-- Inplenentation of this group is nandatory for all entities
-- that inplenment NBP

nbpTabl e OBJECT- TYPE
SYNTAX SEQUENCE OF NbpEntry
ACCESS not - accessi bl e
STATUS nandat ory
DESCRI PTI ON
"The table of NBP services registered on this entity."
:={ nbp 1}

nbpEnt ry OBJECT- TYPE
SYNTAX NbpEntry
ACCESS not - accessi bl e
STATUS mandat ory
DESCRI PTI ON
"The description of an NBP service registered on this
entity.

As an exanple, an instance of the nbpZone object
m ght be named nbpZone. 2"

| NDEX { nbpl ndex }

::={ nbpTable 1}

NopEntry ::= SEQUENCE {
nbpl ndex | NTEGER,
nbpCbj ect ATName (SIZE (1..32)),
nbpType ATName (SIZE (1..32)),
nbpZone ATNane,
nbpSt at e | NTEGER
nbpAddr ess DdpSocket Addr ess,

nbpEnuner at or | NTEGER (0. . 255)
}

nbpl ndex OBJECT- TYPE
SYNTAX | NTECER
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ACCESS read-wite

STATUS mandat ory

DESCRI PTI ON
"The index of this NBP entry. This index is unique
with respect to the indexes of all other NBP entries,
and shall remain constant throughout the lifetine
of this object.”

::={ nbpEntry 1}

nbphj ect OBJECT- TYPE

SYNTAX ATName (SIZE (1..32))

ACCESS read-wite

STATUS nandat ory

DESCRI PTI ON
"The nanme of the service described by this entity.
When this variable is changed, the entity shoul d
performan NBP registration using the new nbpCbject.”

::={ nbpEntry 2}

nbpType OBJECT- TYPE

SYNTAX ATName (SIZE (1..32))

ACCESS read-wite

STATUS mandat ory

DESCRI PTI ON
"The type of the service described by this entity.
When this variable is changed, the entity shoul d
performan NBP registration using the new nbpType."

::={ nbpEntry 3}

nbpZone OBJECT- TYPE

SYNTAX ATNane

ACCESS read-wite

STATUS mandat ory

DESCRI PTI ON
"The zone the service described by this entity is
registered in. This nust be the actual zone nane,
wi thout any wildcard characters. Wen this variable
i s changed, the entity should performan NBP
regi stration using the new nbpZone."
::={ nbpEntry 4}

nbpSt at e OBJECT- TYPE
SYNTAX | NTEGER {

valid(1),

registering(2), -- attenpting to register the service
regi strationFail ed(3),

i nval i d(4)
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ACCESS read-wite

STATUS mandat ory

DESCRI PTI ON
"The state of this NBP entry.
When the registration for an entry in the nbpTabl e
fails, it is an inplenentation-specific nmatter as to
how |l ong the entry will remain in the
regi strationFail ed(3) state before nmoving to the
invalid(4) state. Note that the entry may pass
i Mmediately fromthe registrationFailed state to
the invalid state.

Setting this object to the value invalid(4) has the
ef fect of invalidating the corresponding entry in the
nbpTable. That is, it effectively disassociates the
mappi ng identified with said entry. It is an
i npl enment ati on-specific matter as to whether the agent
renoves an invalidated entry fromthe table.
Accordi ngly, managenent stations nust be prepared to
receive fromagents tabul ar information correspondi ng
to entries not currently in use. Proper
interpretation of such entries requires exam nation
of the rel evant nbpState object.”

::={ nbpEntry 5}

nbpAddr ess OBJECT- TYPE

SYNTAX DdpSocket Addr ess

ACCESS read-wite

STATUS mandat ory

DESCRI PTI ON
"The DDP network, node, and socket nunber of this
entity. If this is unspecified, for instance if the
registration is on all ports of a nultiport device,
this object shall have the value of three octets of
zero, followed by one octet of socket nunber.”

::={ nbpEntry 6 }

nbpEnumer at or OBJECT- TYPE
SYNTAX | NTEGER (0. . 255)
ACCESS read-only
STATUS mandat ory
DESCRI PTI ON
"The enunerator assigned to this entity."
::={ nbpEntry 7}

nbpl nLookUpRequest s OBJECT- TYPE
SYNTAX Count er
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ACCESS read-only
STATUS mandat ory
DESCRI PTI ON
"The nunber of NBP LookUp Requests received."
:={ nbp 2}

nbpl nLookUpRepl i es OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
DESCRI PTI ON
"The nunber of NBP LookUp Replies received."
::={ nbp 3}

nbpl nBr oadcast Request s OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS nandat ory
DESCRI PTI ON
"The nunber of NBP Broadcast Requests received."
:={ nbp 4}

nbpl nFor war dRequest s OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
DESCRI PTI ON
"The nunber of NBP Forward Requests received."
c:={ nbp 5}

nbpQut LookUpRepl i es OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
DESCRI PTI ON
"The nunber of NBP LookUp Replies sent.”
::={ nbp 6}

nbpRegi strati onFail ures OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS nandat ory

DESCRI PTI ON
"The nunber of times this node experienced a failure
in attenpting to register an NBP entity."

:={ nbp 7}
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nbpl nErrors OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The nunber of NBP packets received by this entity
that were rejected for any error."

2= { nbp 8}

-- The ATEcho G oup
-- Inplenentation of this group is nandatory for all
-- entities that inplenent ATEcho

at echoRequest s OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS nandat ory
DESCRI PTI ON
"The nunber of Appl eTal k Echo requests received."
::={ atecho 1}

at echoRepl i es OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
DESCRI PTI ON
"The nunber of AppleTal k Echo replies sent.”
::={ atecho 2 }

at echoQut Request s OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STAT